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Scope

The Security, Stability and Resiliency of the DNS Review Team (“SSR2” or “Review Team”) has operated and conducted its work according to its adopted scope (detailed in its [Terms of Reference](https://community.icann.org/display/SSR/Terms%2Bof%2BReference?preview=/64076120/64948210/SSR2-TermsofReference-CLEAN%20v4.0%20ET.docx) document), which was adopted by consensus of the Review Team on 4 May 2017.

We would like to offer an overview on the overarching tenets that were adopted and that guided the development of the scope of this review that we hope will be helpful to the SO and AC chairs in considering the parameters associated with resuming this effort:

Breadth vs. Depth: In such a review, we believe that it is, in general, more helpful to look at breadth and the broader aspects of security, stability and resiliency rather than dive into depth in just a small number of issues. We believe this approach will lend itself to more informed conclusions that can be contextualized.

Capability vs. Behaviors: We believe that it is more helpful in the context of this review to look at the capability of ICANN to manage issues related to security, stability and resiliency rather than being overly prescriptive as to how ICANN should respond to particular circumstances that have arisen in the past or may arise in the future.

Perspective vs. Prescription: We believe that it is more helpful to review aspects of institutional awareness and capability with respect to topics related to security, stability, and resiliency, rather than provide a detailed prescription of the appropriate responses to be used in particular cases.

Mindful of the Board’s and Staff’s advice regarding the need for implementable recommendations, the Review Team will strive to provide specific recommendations. Where appropriate, this may require precision, depth or specific examples for recommendations to be actionable by ICANN Org following the review.