
4.4. However, such Processing must be in a manner that complies with applicable data protection 
laws, including on the basis of a specific identified purpose for such  Processing. Accordingly, 
Personal Data included in Registration Data may be Processed on the basis for the purpose of 
domain name registrations in compliance with applicable data protection laws, and only for the 
following legitimate purposes:

4.4.1. Reflecting the rights of a Registered Name Holder in a Registered Name and ensuring that 
the Registered Name Holder may exercise its rights in respect of the Registered Name;

4.4.2. Enabling a reliable mechanism for contacting the Registered Name Holder for a variety of 
legitimate purposes more fully set out below;

4.4.3. Enabling a mechanism for the communication or notification to the Registered Name Holder 
of technical issues with a Registered Name;

4.4.4. Supporting a framework to address issues involving domain name registrations, including but 
not limited to: law enforcement investigation, DNS abuse, and tailored mechanisms designed to 
protect intellectual property interests (as provide for by Section 4.4)

4.4.5. Coordinating dispute resolution services for URS and UDRP, and;

4.4.6. Handling contractual compliance monitoring requests (which include provisions for contracted 
parties to invoke non-binding arbitration and other procedures to address conflicts with law), audits, 
and complaints submitted by Registry Operators, Registrars, Registered Name Holders, and other 
Internet users. 


