
Registrant

Thick 
Registry

Registrar

Publication and Disclosure of Registrant Data, under the EPDP and UAM

Expedited PDP for TempSpec Unified Access Model         
(if DPAs recognize ICANN as the responsible party)

Registrant Data 
published

• Registrant organization
• Registrant state/province & 

country 
• anonymized registrant email 

or web form
• primary & secondary 

nameserver(s) 
• information about Registrar
• registration creation / 

expiration date

add’l Registrant Data 
disclosed per policy/practice 

(standard form, response time, 
reason for denial)

• Registrant name
• Registrant full address
• Registrant email address
• Tech contact
• Admin contact

Registrant 
Data 

disclosed per 
RDAP query 
from ICANN 
(based on type 

of requester and 
reason)

Must
Publish via 

Web &
RDAP

Must Disclose 
on request, 

- if  -
GDPR 6(1)(f) 

balance is met

Entities accredited 
by organizations 
whose Codes of 

Conduct are
approved by DPA

for example:

Law Enforcement

Consumer Protection

Cybersecurity

IP Protection

Child Welfare

Must
disclose to 
accredited  
requestor

ICANN RDAP Hub, 
with credential 

validation & 
logging

RDAP 
response

RDAP 
query

RDAP 
query
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