Charter Question e)
Whether existing penalties for policy violations are sufficient or if additional provisions/penalties for specific violations should be added into the policy;
Issue Description: The ‘Review of Issues for Transfers Working Group’
 found that ‘existing penalties are not sufficient deterrent (loser pays) to discourage bad actors’ and ‘existing penalties are difficult to enforce’. It was also noted that at the time of the Transfers Working Group (19 January 2006), the only option that ICANN had available to penalize registrars for not complying with the policy would be the ‘nuclear option’ (termination of accreditation). However, since the work done by the Transfers Working Group, two  new Registrar Accreditation Agreement (RAA) were negotiated (see 2009 RAA - http://www.icann.org/en/resources/registrars/raa/ra-agreement-21may09-en.htm and the forthcoming 2013 RAA http://www.icann.org/en/resources/registrars/raa/proposed-agreement-21jun13-en.pdf), which foresees graduated sanctions in the case of non-compliance with ICANN policies. 

WG Observations: In its discussions the WG took into consideration that, due to the length of the entire series of IRTP PDPs, the original Charter question dates from [date] predating the 2009 RAA, which introduced a number of graduated sanctions. In [date] the only option available to sanction a registrar for violation of the IRTP existed of termination. The 2009 RAA, as well as the proposed 2013 RAA have introduced significant improvements in this area (see Annex X for further details). For example, in comparison to the 2009 RAA, the proposed 2013 RAA includes further detailed types of enforcement and sanction structures that will be at the disposal of ICANN compliance. For example, it provides the option of suspensions where a registrar would not be able to add new domain names or accept transfers but it still permits registrant customers to manage their existing names.
A full overview of the 2001 RAA penalty structure, that was in place when the Charter question was drafted, as well as the additional penalty regimes from the 2009 and the proposed 2013 RAA can be found in Annex XYZ.
Preliminary Recommendation: The Working Group concludes that that the penalty structure, which has come into place with the 2009 RAA and the additional catalogue of sanctions that will come into effect with the 2013 RAA (once adopted) is sufficiently nuanced to deal with all different levels of potential IRTP violations. Therefore, the WG recommends that no additional penalty provisions need to be added to the policy at this point. The Working Group emphasizes in this context also that, as a principle, GNSO policies should not have individualized sanction structures. Rather, it is desirable that the overarching RAA penalty structure is sufficiently detailed to assure uniformity and consistency of policy violation penalties whenever necessary.
Charter Question f)

Whether the universal adoption and implementation of EPP AuthInfo codes has eliminated the need of FOAs.
Issue Description: In order to request an inter-registrar transfer, express authorization from either the  Registered Name Holder or the Administrative Contact needs to be obtained. Such authorization must be made via a valid Standardized Form of Authorization (FOA). There are two different FOA's. The FOA labeled ‘Initial Authorization for Registrar Transfer’ must be used by the Gaining Registrar to request an authorization for a registrar transfer from the Transfer Contact. The FOA labeled ‘Confirmation of Registrar Transfer Request’ may be used by the Registrar of Record to request confirmation of the transfer from the Transfer Contact. The IRTP specifies that the registrar is responsible for keeping copies of documentation, including the FOA, which may be required for filing and supporting a dispute as well as per the standard document retention policies of the contracts.
The AuthInfo Code is a unique code generated on a per-domain basis and is used for authorization or confirmation of a transfer request. Some registrars offer facilities for registrants to generate and manage their own AuthInfo code. In other cases, the registrant will need to contact the registrar directly to obtain it. The registrar must provide the registrant with the AuthInfo code within 5 calendar days of the request. 
WG Observations: When discussing this Charter question, the Working Group acknowledged that in the vast majority of transfers FOAs may be redundant and, in addition, keeping both EPP and FOA could potentially lead to a confusion of registrants as they receive multiple codes for a single transfer. However, in cases of a domain name hijack, the unauthorized access of a registrar account, or the occurrence of a dispute between the registrant and the admin contact FOAs are important to help resolve the dispute and to reverse it where appropriate. ICANN Compliance in its Report to the Working Group (annexed to this Report) also expressed its support for maintaining FOAs for the reason that its continued use may help prevent hijackings in certain cases or serve as evidence in disputes. Although there remains the potential option to combine FOAs with Auth-Info into one single step in order to streamline the transfer process and prevent potential confusion.
Preliminary Recommendation: At this stage the Group does not recommend the elimination of FOAs 
� http://forum.icann.org/lists/transfers-wg/msg00020.html





