
IRTP Part D PDP Working Group

Preliminary Recommendations

Charter Question a)

Whether reporting requirements for registries and dispute providers should be developed, in order to make precedent and trend information available to the community and allow reference to past cases in dispute submissions;

Issue Description: The Transfer Dispute Resolution Policy (TDRP) currently does not foresee any reporting requirements on the outcome of a TDRP dispute and as part of the ‘Review of Issues for Transfers Working Group’ it was noted inter alia that: ‘TDRP enforcement seems inconsistent and does not rely on past precedent as intended. Situations with similar fact patterns are being decided differently by the same dispute provider leading to a distinct lack of clarity and reliability of the proceedings.’ At the same time gTLD Registries are required to provide information per registrar on the number of disputes filed and resolved as part of their monthly transaction reports to ICANN, but this does not include information on individual cases (see http://www.icann.org/en/resources/registries/reports and Annex C).
WG Observations: The WG agrees that publication of TDRP dispute outcomes is an issue that ought to be addressed, especially since similar requirements exist within the Uniform Domain Name Dispute Resolution Policy (UDRP). 
Consistency and transparency across the various dispute resolution policies would be beneficial to both dispute providers and parties involved in disputes, while also providing information that could assist in future reviews or improvements to the policy.  Publication of resolution results would also lead to a better understanding of the policy and its ramifications to those affected, as well as greater consistency in the outcome of future disputes. 
In addition, the WG observed that a recent media article highlighted the lack of awareness of the TDRP, particularly when compared with the UDRP.  Publication of cases and rulings could also address this. Furthermore, increased awareness might potentially lead to more disputes being initiated and resolved according to established TDRP rules. 
Finally, the WG observed that the Asian Domain Name Dispute Resolution Centre (ADNDR) has a publication policy for all its TDRP rulings and these are published in English and freely available on the ADNDR website (see https://www.adndrc.org/tdrp/tdrphk_decisions.html).
The WG noted that one option would be to modify the existing gTLD Registry monthly reporting requirements to include information about any TDRP rulings. The WG noted that as a minimum the following elements should be included in such new reporting requirements:

· Information about registrars involved

· Full decision

· Date of implementation of the decision

· Whether the case was an appeal of a first level ruling

Preliminary Recommendation: The WG recommends that TDRP reporting requirements be incorporated in to the policy, similar to existing best practice requirements in the UDRP. This means that outcomes of all rulings by both gTLD Registry Operators and Dispute Resolution Providers should be published, except in exceptional cases. This should include:

a) information about parties involved in the dispute;

b) the full decision of the case;

c) the date if implementation of the decision

d) whether the case was an appeal of a first level ruling.
The WG recommends that the TDRP be amended to include language along the lines of this revised version of the UDRP
:
The relevant gTLD Registry Operator or Dispute Resolution Provider [shall notify us [the registrar] of any decision made by the Dispute Resolution Provider or – if the decision is made at the registry level – the gTLD Registry Operator with respect to a transfer dispute initiated under the TDRP. All decisions under this Policy will be published in full over the Internet, except when a Dispute Resolution Panel or gTLD Registry determines in an exceptional case to redact portions of its decision. In any event, the portion of any decision determining a complaint to have been brought in bad faith shall be published.
To-do: Agree on full details of reporting requirement, including content, location, frequency and consistency

Charter Question b)

Whether additional provisions should be included in the TDRP (Transfer Dispute Resolution Policy) on how to handle disputes when multiple transfers have occurred.

Issue Description: 

Problems may arise when trying to resolve transfer disputes in instances where multiple transfers have occurred. This issue, sometimes called Domain Laundering, refers to a situation whereby a domain changes between several registrars and a TDRP is eventually filed because the initial transfer was potentially in violation of the TDRP – though subsequent once did not breach the policy. 
Such a situation would create multiple layers in the dispute proceeding as the transfer process would have to be verified and assessed for every transfer that occurred, potentially involving multiple registrars with subsequent transfer(s) being in compliance with the transfer. Bearing in mind that registrars do only have to maintain records for three years, this might complicate matters further.
Finally, this issue might raise questions of fairness for those registrants that may have purchased a domain name and the transfer took place in compliance with the policy, yet dispute providers may still find that an initial transfer – in a chain of registrar hops – may have violated the transfer policy and thus question the validity of all other transfers down the line.

WG Observations
The Working Group observed that the issue was brought up at a time when the Aftermarket of domain sales was less sophisticated and developed compared to today’s situation. The hopping of domain names may include both inter-registrar and inter-registrant transfers. Issues related to the latter are also likely to be affected by the implementation of  IRTP Part C which addresses inter-registrant transfer policy. 
Still, as a guiding principle the Group stated that once ‘hopping’ was detected, all registrars in the chain ought to participate in the fact finding. To facilitate this participation, a minimum of information needs to be collected and stored during all domain transfers. This should include at minimum a response by the original losing Registrar. 
In its discussions of domain name hijacking, the WG does not think that the domain name registration should return to the original registrar if subsequent transfers have taken place in good faith and if the statue of limitations to launch a TDRP has passed. 
The WG notes that in the case of an inter-registrar transfer of which the first transfer was non-compliant, all applicable TDRP communication should at a minimum require responses from the first losing Registrar, the subsequent gaining registrar and the current Registrar of Record. In this context, the WG also notes that Verisign’s current version of its supplemental rules are in accordance with such a requirement (See Section N, Paragraph 1).

The WG also notes that the statute of limitations for filing a TDRP is an important factor in these scenarios. These restrictions are contained in Section 2.3 of the IRTP: 
A dispute must be filed no later than six (6) months after the alleged violation of the Transfer Policy. In the case where a Registrar of Record alleges that a transfer was in violation of this Policy, the date the transfer was completed shall be deemed the date in which the "alleged violation" took place. In the case where a Gaining Registrar alleges that a transfer should have taken place, the date in which the NACK (as defined below) was received by the Registry, shall be deemed the date in which the "alleged violation" took place.
The WG also notes that any statute of limitations, regardless of term length, could be thwarted by hijackers, who would simply hold a domain name and sell it once the statute of limitations has expired. However, the WG recognizes that removing the statue of limitation may present other problems, particularly in aftermarket sales of domain names, since buyers and sellers would find it difficult establishing whether a given domain name registration is ‘safe’ to sell or not. Still, an extension of the statue of limitation from 6 months to 12 months could somewhat address this issue.
The WG addressed the question whether or not a transfer of registrant, as addressed in the IRTP Part C PDP, would also be subject to the TDRP policy.  This policy was not in effect during the deliberations of the WG on the Initial Report, and should either be reviewed following the implementation of IRTP C and/or the outcome of the Recommendation C below.
WG Recommendations

The WG recommends that the TDRP be amended along the following lines: 
“Transfers from a Gaining Registrar to a third registrar, and all other subsequent transfers, are null and void if the Gaining Registrar acquired sponsorship from the Registrar of Record through an invalid transfer, as determined through the dispute resolution process set forth in the Transfer Dispute Resolution Policy.”
Furthermore, the Working Group further recommends to increase the statue of limitation to launch a TDRP is extended from currently 6 months to 12 months.

The Working Group also recommends that if it is found through either a first or second level TDRP procedure (and within the statue of limitation) that a non IRTP compliant domain name transfer has occurred that the domain name is to be returned to the original Registrar of Record. This should also apply if the domain has since been transferred to further  irrespective of how many transfers have taken place since. The TDRP as well as guidelines to registries and third party dispute providers should be modified accordingly. 

Charter Question c)
Whether dispute options for registrants should be developed and implemented as part of the policy (registrants currently depend on registrars to initiate a dispute on their behalf);
Issue Description:
The ‘Review of Issues for Transfers Working Group’
 pointed out that ‘ICANN receives some complaints from registrants about registrars who choose not to initiate a dispute on their behalf.’ Under the current version of the TDRP, only the Gaining Registrar or Registrar of Record can file a dispute with no option for the registrant to do so. ICANN Compliance has noted that ICANN received 3816 complaints alleging unauthorized transfers from individuals between January 2012 and February 2013. As a result, the WG was directed to review whether the TDRP should be opened up to registrants,, thereby lifting the current gate-keeper function preformed by registrars. 
In addition, the IRTP Part C PDP recommended in its Final Report to create a policy dealing with a change of registrant.
 No specific consideration was given in the context of IRTP Part C PDP deliberations on how to handle disputes that may occur as a result of this new policy. As suggested in the Final Issue Report, one option to be considered could be to modify the TDRP to allow for disputes as a result of a change of registrant to be handled as part of the TDRP either upon the filing of a complaint by the registrar and/or the claimant registrant (see below for definition).
WG Observation/Discussion: 

The Working Group notes that currently the Registrar is the gatekeeper between the Registrant and the access to a TDRP, as under the current policy the Registrant can only proceed through the court system unless the Registrar is willing to launch a TDRP. 

The Working Group discussed in great detail the issue of registrants not being able to launch a TDRP. In this context the Working Group considered amending the TDRP also allowing registrants to initiate a transfer dispute. The WG reviewed this option in detail in order to understand the potential consequences of such a change. A potential list of administrative conditions for a Registrant-initiated TDRP was drawn up and the possibility of eliminating the TDRP’s Registry level dispute resolution was debated in this context, too.
As part of its discussion, the Working Group  drew up a list of use cases that is currently not covered by the TDRP and ought to be addressed by Consensus Policy, in the hope to amend the TDRP to accommodate for these scenarios. However, upon closer review, it was agreed that all these cases are related to potential disputes involving inter-registrant transfers not inter-registrar transfers. Working Group participants agreed that expanding the TDRP to cover these cases did not seem to be appropriate, because the policy was designed for inter-registrar disputes and this should not be changed. 
The Working Group also noted in its discussion that the IRTP Part C Recommendation #2 deals explicitly with inter-registrant transfers. As a result, it is the expectation that some of these use cases will be dealt with as a result of the implementation of the inter-registrant transfer policy as recommended by the IRTP Part C PDP WG. However, as the IRTP C Recommendation is not yet implemented, the IRTP Part D Working Group believes that should the implementation of IRTP Part C not cover the majority of use cases, the GNSO Council should request an Issue Report to review the use cases not addressed and determine whether any additional dispute resolution mechanisms would need to be developed. 
Recommendations
The Working Group recommends that at this stage no dispute options for registrants should be developed under the TDRP.

However, the Working Group does rrecognize that the use cases identified as a result of its deliberations on this issue (see below) are adequately addressed. As most of these cases relate to inter-registrant disputes, the WG is of the view that the implementation of IRTP Part C Recommendation #2 (IRTP-C-2) may be relevant in this context. As the implementation of the IRTP-C--2 has not been completed yet, the WG recommends that once the implementation of IRTP-C-2 is concluded and the IRTP Part D / IRTP Part D Implementation Review Team / Staff  (TBC) determines that the majority of use cases is not addressed by the implementation of IRTP-C-2, the GNSO Council should request an Issue Report to review the remaining use cases and consider whether any additional dispute resolution mechanisms should be developed. 

Use Cases

*** placeholder ***

Charter Question d)
Whether requirements or best practices should be put into place for registrars to make information on transfer dispute resolution options available to registrants;
Issue Description: 
The ‘Review of Issues for Transfers Working Group’
 noted that ‘further education is necessary for registrants and registrars to understand where they should take their initial complaints and what the ensuing process will entail’. As a next step it suggested that ‘part of [an] advisory to registrars, possible other suggestions to ICANN on education to registrants and potential development of statement of best practices for registrars and registrants related to the DRP’ could be considered. 

A 'need help' section is currently featured on the ICANN Home Page, which include a direct link to information on domain name transfers, including a section on unauthorized transfers of domain names, which includes information about and links to the IRTP and the TDRP. Additionally, Compliance’s Complaint Submission and FAQs site provides valuable information regarding the IRTP and unauthorized transfers. This information is available here: http://www.icann.org/en/resources/compliance/complaints/transfer. Also, there is a dedicated web-page on the ICANN web-site which provides an overview of all dispute resolution options available.

In addition, there is a dedicated web-page on the ICANN web-site which provides an overview of all dispute resolution options available.
A quick scan of some registrar web-sites does not find similar information readily accessible, which may be explained by the fact that the TDRP cannot be initiated by registrants and hence it is deemed non-essential information. In light of the previous Charter question, information for Registrants could be a useful resource on Registrar websites if Registrants would be allowed to initiate TDRP procedures, especially with ICANN Compliance noting that Registrants are usually not aware of the existence of TDRP. 
WG Observation/Discussion:
The WG agrees in principle that best practice should be put in place for registrars to make information on transfer resolution options available to registrants. The details of this could be defined based on the outcome of Charter question C.

In this context it is important that the information the registrant receives is consistent and up-to-date. A viable option would be an ICANN website containing all relevant information. All registrars and registries could then simply point to the ICANN hosted site, allowing for a easier an up-to date provision of relevant information for the registrant.

Remaining Questions:

- Who would define what the Best Practices would look it and what would define what it includes?
- What information should be included on the ICANN-hosted website?
-
Preliminary Recommendation: Place holder
Charter Question e)
Whether existing penalties for policy violations are sufficient or if additional provisions/penalties for specific violations should be added into the policy;
Issue Description: The ‘Review of Issues for Transfers Working Group’
 found that ‘existing penalties are not sufficient deterrent (loser pays) to discourage bad actors’ and ‘existing penalties are difficult to enforce’. It was also noted that at the time of the Transfers Working Group (19 January 2006), the only option that ICANN had available to penalize registrars for not complying with the policy would be the ‘nuclear option’ (termination of accreditation). However, since the work done by the Transfers Working Group, two new Registrar Accreditation Agreement (RAA) were negotiated (see 2009 RAA - http://www.icann.org/en/resources/registrars/raa/ra-agreement-21may09-en.htm and the 2013 RAA http://www.icann.org/en/resources/registrars/raa/approved-with-specs-27jun13-en.pdf), which includes graduated sanctions in the case of non-compliance with ICANN policies. 

WG Observations: In its discussions the WG considered that, due to the length of the entire series of IRTP PDPs, the original Charter question dates from [date] predating the 2009 RAA, which introduced a number of graduated sanctions for Compliance enforcement. In [date] the only option available to sanction a registrar for violation of the IRTP existed of termination. The 2009 RAA, as well as the recently-adopted 2013 RAA have introduced significant improvements in this area (see Annex X for further details). For example, in comparison to the 2009 RAA, the 2013 RAA includes further detailed types of enforcement and sanction structures that will be available to ICANN compliance and, like the 2009 RAA, the 2013 version also provides the option of suspensions where a registrar would not be able to add new domain names or accept transfers but it still permits registrant customers to manage their existing names.

A full overview of the 2001 RAA penalty structure, that was in place when the Charter question was drafted, as well as the additional penalty regimes from the 2009 and the 2013 RAA can be found in Annex XYZ.

Preliminary Recommendation: The Working Group concludes that that the new penalty structures, which has come into place with the 2009 RAA and the 2013 RAA, are sufficiently nuanced to deal with all different levels of potential IRTP violations. Therefore, the WG recommends that no additional penalty provisions need to be added to the policy at this point. The Working Group also emphasizes that, as a matter of principle, GNSO policies should not have individualized sanction structures. Rather, it is desirable that the overarching RAA  and RAA penalty structures be sufficiently detailed to assure uniformity and consistency of policy violation penalties whenever necessary.
Note:

In light of the new gTLD program and the significant expansion of registries, the Working Group has reached out to the registry services to establish whether penalties are in place for non-complying registries with regard to potential violations of the existing TDRP. 
ICANN Compliance states:

The current registry agreements include a broad variety of obligations (most of which are very technical in nature), spread through the body of the agreements themselves and their many appendices (up to 11). For most of those obligations there are no graded sanctions or penalties, which means that if a registry is in violation of any obligation, receives the 1st, 2nd and 3rd notices, is then issued a notice of breach and still doesn't cure,  it could go to termination without any penalties in between.

However, some of the agreements include an appendix specific to SLAs (service level agreements). These SLAs provide that when the registry operators fail to comply with their Technical and Performance Specifications, they have to apply credits to the registrars' fees, depending on the specification that was not met and the impact. The SLAs provide tables that explain what credits apply for each type of specification. See one as an example: http://www.icann.org/en/about/agreements/registries/info/appendix-10-08dec06-en.htm
These credits, although not technically penalties, do affect the registries negatively.
Charter Question f)
Whether the universal adoption and implementation of EPP AuthInfo codes has eliminated the need of FOAs.
Issue Description: In order to request an inter-registrar transfer, express authorization from either the Registered Name Holder or the Administrative Contact needs to be obtained. Such authorization must be made via a valid Standardized Form of Authorization (FOA). There are two different FOA's. The FOA labeled ‘Initial Authorization for Registrar Transfer’ must be used by the Gaining Registrar to request an authorization for a registrar transfer from the Transfer Contact. The losing registrar MUST send its FOA to the Registered Name Holder, however it does not need to receive confirmation to let the transfer go through.The IRTP specifies that the registrar is responsible for keeping copies of documentation, including the FOA, which may be required for filing and supporting a dispute as well as per the standard document retention policies of the contracts.

The AuthInfo Code is a unique code generated on a per-domain basis and is used for authorization or confirmation of a transfer request. Some registrars offer facilities for registrants to generate and manage their own AuthInfo code. In other cases, the registrant will need to contact the registrar directly to obtain it. The registrar must provide the registrant with the AuthInfo code within 5 calendar days of the request. 
WG Observations: During its discussion of this Charter question, the Working Group acknowledged that FOAs may be redundant in the vast majority of transfers, and, additionally, that keeping both EPP and FOA could potentially lead to registrant confusion if they receive multiple codes for a single transfer. However, in cases of a illegitimate or disputed transfer, FOAs are essential to help resolve the dispute and to reverse it where appropriate. In its Report to the Working Group, (annexed to this Report) ICANN Compliance also expressed its support for maintaining FOAs, reasoning that its continued use may help prevent hijackings in certain cases or serve as evidence in disputes.
Preliminary Recommendation: At this stage the Working Group does not recommend the elimination of FOAs. Although, there could be a potential option to combine FOAs with AuthInfo into a single step in order to streamline the transfer process and prevent registrant confusion. In addition, the Group recommends that future technological advances are very likely to make some aspects of the current transfer process redundant and will need reconsideration by a future Working Group. §
� Currently there are two different ways in which a TDRP can be initiated: either via a gTLD registry (the outcome of which can then still be challenged with a third-party arbitrator) or launching a TDRP directly with a third-party arbitrator (with no possibility to further appeal inside the ICANN structure). The WG noted that it might also be desirable to gain an overview of which cases originated at which level and which cases were (and were not) referred up from the registry level (post-decision) to the third-party dispute provider�.


� http://forum.icann.org/lists/transfers-wg/msg00020.html


� See Recommendation for Charter Question A of the � HYPERLINK "https://www.google.com/url?sa=t&rct=j&q=&esrc=s&source=web&cd=2&cad=rja&ved=0CDAQFjAB&url=http%3A%2F%2Fgnso.icann.org%2Fissues%2Firtp-c-final-report-09oct12-en.pdf&ei=2K4gUp2oO4i9sATknICoDw&usg=AFQjCNEMwh5kiSN3sEn7Qi8aC4M3LRlVFw&bvm=bv.51495398,d.cWc" ��Final Report�.


� http://forum.icann.org/lists/transfers-wg/msg00020.html


� http://forum.icann.org/lists/transfers-wg/msg00020.html





� If the WG decided to go that path, note that the current reporting requirements are on an aggregate basis and not on individual domain names or disputes. If the WG decides this path the reporting details will have to likely require a new different type of report to account for what it seems individual dispute information.
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