[bookmark: _Toc255488777]Annex C – Overview of Use Cases regarding transfer disputes 
NB: The term ‘registrant claimant’ is used to describe a situation in which one person claims to be the legitimate registrant despite Whois data indicating differently. (This overview is still a draft and will be finalised for the Final Report)
	
	No
	Scenario
	Covered by current policy?
	Parties involved
	ICANN Compliance Enforcement power 

	1
	A The Registrar of Record is not authorizing a transfer-out,denies the transfer, or is not providing an authAuth-iInfo code in a timely waywithin five calendar days
	Existing IRTP/TDRP applies
	Registrars and Registrants are both parties
	Compliance clearly has a role, under existing policy

	2
	The A Registrar is not responsive to a Transfer Emergency Action Contact (TEAC) regarding an urgent issue with a transfer. participating in resolving an issue with a transfer.  Several attempts to engage have been made by the other Registrar, including a message the Emergency Action  Contact, to no avail.
	Existing IRTP/TDRP applies
	Entirely bBetween Registrars
	Compliance clearly has a role , under existing policy

	3
	The Registrar of Record does not remove the lock  not unlocking a name
	Existing IRTP/TDRP applies
	Entirely bBetween Registrars
	Compliance clearly has a role, under existing policy

	4
	The Registrar of Record does notor provide a reasonably accessible method for the authorized Transfer Contact to remove the lock within five (5) calendar daysallowing the registrant to unlock the domain themselves
	Existing IRTP/TDRP applies
	Registrars and Registrants are both parties
	Compliance clearly has a role, under existing policy

	5
	Where Tthe Form of Authorization (FOA) is not FOA's are not sent to the Registered Name Holder by the Registrar of Record two transfer contacts	Comment by Marika Konings: Not sure what the ‘two transfer contacts' was is referring to?
	Existing IRTP/TDRP applies
	Entirely bBetween Registrars
	Compliance clearly has a role, under existing policy

	6
	The Administrative Contact authorises a transfer but the Registrant Registered Name Holder is challenging thatthe authorisation
	Existing IRTP/TDRP appliesICANN policy does NOT apply - but an inter-registrant dispute resolution process could be made available
	Registrars and Registrants are both parties
	Compliance may have has a role under existing policy.as "Inter Registrant" rules are defined

	7
	The When AauthInfo -code is sent to wrong whoisis not sent to the Registered Name Holder but instead to another contact on file such as, for example, the account holder who may not even be listed in the Whois output. Or it is not send out at all. contact, to the account holder that sometimes is not listed in the whois
	Existing IRTP/TDRP applies

	Entirely bBetween Registrars
	Compliance clearly has a role, under existing policy

	8
	Two registrant claimants dispute to be the registrantRegistered Name Holder immediately prior to or directly following as are disputing the right to a domain name after an inter-reigistrarregistrar transfer --  registrars went through the right process and have no further information to add.
	Current ICANN policy does NOT not apply - but an inter-registrant dispute resolution process could be made availableenvisioned 
	Entirely between Registrants
	No Compliance role

	9
	Both Two registrant claimants dispute who is the Registered Name Holderregistrants of a domain name without an inter-registrant transfer having taken place. were acknowledged at some point in time as being registrants.  Both of their names have appeared in Whois, but they now disagree as to who the true registrant is.
	"Inter-REGISTRANT" transfer policy from IRTP-C may apply (to be confirmed following implementation)
	Entirely between Registrants
	No Compliance role

	10
	Administrative contact and Registrant Registered Name Holder contacts are spread across two parts of an organization and there i's a disagreement between them as to the validity of a transfer (see scenario 6)
	Existing IRTP/TDRP applies"Inter-REGISTRANT" transfer from IRTP-C may apply
	Entirely between Registrants
	Compliance has a role under existing policyNo Compliance role

	
	Different contacts or departments within an organization have conflicts
	ICANN policy does NOT apply - but an inter-registrant dispute resolution process could be made available
	Entirely between Registrants
	No Compliance role

	
	A registrant-claimant approaches a Registrar claiming that they are the registrant rather than the Proxy Service Provider to whom the domain name is registered
	"Inter-REGISTRANT" transfer from IRTP-C may apply
	Registrars and Registrants are both parties
	Compliance may have a role as "Inter Registrant" rules are defined

	
	Maybe refer this edge case to the PPS WG?
	
	
	

	
	Proxy is acting as an agent
	
	
	

	
	Maybe a subset of the "confusion of roles within an organization" case
	
	
	

	
	One registrant is completely unknown to the registrars
	
	
	

	11
	A contractor website designer registers a domain under their name on behalf of a customer for whom they build a website. They are challenged by their customer who claims to be the Registered Name Holderregistrant but has never appeared in any the Whois databaserecord at any time. (see scenario 9)
	ICANN policy does NOT not apply (see Recommendation #9 on this issue)  - but an inter-registrant dispute resolution process could be made available
	Entirely between Registrants
	No Compliance role

	12
	A website contractordesigner registers a domain under their name on behalf of a customer, and then goes out of business - causing the domain to expire, leaving registrants to resolve the issue with a registrar who has never heard of them.
	[bookmark: _GoBack]ICANN policy does not apply (but see Recommendation #9 on this issue)ICANN policy does NOT apply - but an inter-registrant dispute resolution process could be made available
	Registrars and Registrants are both parties
	No Compliance role

	13
	Registrant claimant says "I'm the owner, but I'm not in control of the name, here's why, help me get it back" (see scenario 9)
	ICANN policy does NOT apply - but an inter-registrant dispute resolution process could be made available
	Entirely between Registrants
	No Compliance role

	14
	Two business partners split and claim rights on the a domain name registration (see scenario 9)
	ICANN policy does NOT apply - and this is a matter for the courts to resolve
	Entirely between Registrants
	No Compliance role

	
	Contract disputes sometimes enter into this	Comment by Marika Konings: What does this mean?
	ICANN policy does NOT apply - and this is a matter for the courts to resolve
	Entirely between Registrants
	No Compliance role

	15
	Company goes through an ownership/structure change -- the original owner Registered Name Holder tries to retain the domain name registration
	ICANN policy does NOT apply - and this is a matter for the courts to resolve
	Entirely between Registrants
	No Compliance role

	
	
	
	
	

	16
	Privacy services -- losing Registrar of Record registrar doesn't not remove the privacy service contact information when the transfer is initiated and as a result, the gaining registrar can't cannot validate the identity of the person registering the namerequesting the transfer (also applies to any other entity that provides privacy service)
	"Inter-REGISTRANT" transfer from IRTP-C may apply
	Registrars and Registrants are both parties
	Compliance may have a role as "Inter Registrant" rules are defined

	
	This is also the case for any other entity that's providing the privacy service -- resellers or other 3rd parties for example	Comment by Marika Konings: Isn’t this the same as 18 as currently there are no accredited P/P services?
	"Inter-REGISTRANT" transfer from IRTP-C may apply
	Registrars and Registrants are both parties
	Compliance may have a role as "Inter Registrant" rules are defined

	17
	A person Somebody registers a domain name as parton behalf of their company,  of their jobbut does so , does it under their his/her own personal account. The person then leaves the company, but who should retain the domain name registration, they and company part ways, which trumps? (See scenario 9)
	ICANN policy does NOT not apply - but an inter-registrant dispute resolution process could be made available
	Entirely between Registrants
	No Compliance role

	
	There is a spectrum here -- size of organization
	
	
	

	
	Major manufacturer - clearer case
	
	
	

	
	Small company (just a few people) - slides into the personal/contract dispute
	
	
	

	18
	Person works at the a company and registers a domain name on behalf of their company, -- maybe possibly in the corporate account. However,  -- their contact info is listed --– they havethe person leaves left the company and access to the account and controlling email address is no longer possible. 
	ICANN policy does NOT not apply - but an inter-registrant dispute resolution process could be made available
	Registrars and Registrants are both parties
	No Compliance role

	
	A claim is made -- but it is not clear at the outset that this is a private party dispute -- it looks like a transfer problem at the beginning -- it's only through working through the Registrars that the truth will out.
	Unclear
	Unclear
	Unclear

	
	It's not always clear at the outset that a given complaint is valid under the IRTP
	
	
	

	
	Once the complainant has provided details, it is then possible to determine validity
	
	
	

	
	Understanding changes during the course of the dispute process -- some prove valid, some are discovered  to be invalid
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	Compliance scenarios
	
	
	

	
	
	
	
	

	
	+ - Regarding the losing registrar:
	
	
	

	
	+ - Auth-code related:
	
	
	

	19
	T- the registrant was not able to retrieve the Aauthinfo code from the control panel, then the registrant requested the registrar to send it but it was not sent within the required 5 days ----- (note: the breach in this case is when both conditions are need to be presentpresent)
	Existing IRTP/TDRP applies
	Registrars and Registrants are both parties
	Compliance clearly has a role, under existing policy

	20
	-T the means provided by the Reregistrar of Record for the registrant to retrieve the auth Authinfo code are more restrictive than the means provided for the registrant to update its their contact or name server information
	Existing IRTP/TDRP applies

	Registrars and Registrants are both parties
	Compliance clearly has a role, under existing policy

	
	- the registrar sends the Authinfo Code to someone  who is not the Registered Name Holder
	Existing IRTP/TDRP applies
	Registrars and Registrants are both parties
	Compliance clearly has a role, under existing policy

	
	- the registrar does not even send it at all
	Existing IRTP/TDRP applies
	Registrars and Registrants are both parties
	Compliance clearly has a role, under existing policy

	
	+ - FOA related:
	
	
	

	21
	T- the registrar does not send the FOA or sends it to someone who is not a Transfer Contact
	Existing IRTP/TDRP applies
	Registrars and Registrants are both parties
	Compliance clearly has a role e, under existing policy

	
	- sends it to someone who is not a Transfer Contact
	Existing IRTP/TDRP applies
	Registrars and Registrants are both parties
	Compliance clearly has a role, under existing policy

	
	+ - Unlocking of the domain name:
	
	
	

	22
	T- the  Registrar of Record does not provide the registrant did not have with the means provided by the registrar to unlock the a domain name;, then the registrant requestsed the registrar to unlock the domain but s and the registrar did does notnot unlock them comply within the 5five days ----- (both conditions need to be presentthe breach in this case is when both conditions are present)
	Existing IRTP/TDRP applies
	Registrars and Registrants are both parties
	Compliance clearly has a role, under existing policy

	
	+ - Regarding the gaining registrar:
	
	
	

	
	+ - Auth-code related:
	
	
	

	23
	T- the registrar allows the transfer without receiving the Authinfo -code - which would be technically impossible but can theoretically happen (in a scenario also involving registry error)
	Existing IRTP/TDRP applies
	Entirely between Registrars
	Compliance clearly has a role, under existing policy

	
	+ - FOA related:
	
	
	

	
	- the registrar does not send the FOA
	Existing IRTP/TDRP applies
	Entirely between Registrars
	Compliance clearly has a role, under existing policy

	
	- the registrar sends the FOA to someone who is not a Transfer Contact
	Existing IRTP/TDRP applies
	Entirely between Registrars
	Compliance clearly has a role, under existing policy





[bookmark: _Toc255488778]Annex D – Development of the Penalty Structure from the 2001, 2009 and 2013 RAAs

	2001 RAA
	2009 RAA
	2013 RAA

	Termination

5.3 Termination of Agreement by ICANN. This Agreement may be terminated before its expiration by ICANN in any of the following circumstances: […]

Registrar fails to cure any breach of this Agreement (other than a failure to comply with a policy adopted by ICANN during the term of this Agreement as to which Registrar is seeking, or still has time to seek, review under Subsection 4.3.2 of whether a consensus is present) within fifteen working days after ICANN gives Registrar notice of the breach.

5.3.6 Registrar continues acting in a manner that ICANN has reasonably determined endangers the stability or operational integrity of the Internet after receiving three days notice of that determination.
	Termination

5.3 Termination of Agreement by ICANN. This Agreement may be terminated before its expiration by ICANN in any of the following circumstances:
5.3.1 There was a material misrepresentation, material inaccuracy, or materially misleading statement in Registrar's application for accreditation or any material accompanying the application.
5.3.2 Registrar:
5.3.2.1 is convicted by a court of competent jurisdiction of a felony or other serious offense related to financial activities, or is judged by a court of competent jurisdiction to have committed fraud or breach of fiduciary duty, or is the subject of a judicial determination that ICANN reasonably deems as the substantive equivalent of those offenses; or
5.3.2.2 is disciplined by the government of its domicile for conduct involving dishonesty or misuse of funds of others.
5.3.3 Any officer or director of Registrar is convicted of a felony or of a misdemeanor related to financial activities, or is judged by a court to have committed fraud or breach of fiduciary duty, or is the subject of a judicial determination that ICANN deems as the substantive equivalent of any of these; provided, such officer or director is not removed in such circumstances. Upon the execution of this agreement, Registrar shall provide ICANN with a list of the names of Registrar's directors and officers. Registrar also shall notify ICANN within thirty (30) days of any changes to its list of directors and officers.
5.3.4 Registrar fails to cure any breach of this Agreement (other than a failure to comply with a policy adopted by ICANN during the term of this Agreement as to which Registrar is seeking, or still has time to seek, review under Subsection 4.3.2 of whether a consensus is present) within fifteen (15) working days after ICANN gives Registrar notice of the breach.
5.3.5 Registrar fails to comply with a ruling granting specific performance under Subsections 5.1 and 5.6.
5.3.6 Registrar continues acting in a manner that ICANN has reasonably determined endangers the stability or operational integrity of the Internet after receiving three (3) days notice of that determination.
5.3.7 Registrar becomes bankrupt or insolvent.
This Agreement may be terminated in circumstances described in Subsections 5.3.1 - 5.3.6 above only upon fifteen (15) days written notice to Registrar (in the case of Subsection 5.3.4 occurring after Registrar's failure to cure), with Registrar being given an opportunity during that time to initiate arbitration under Subsection 5.6 to determine the appropriateness of termination under this Agreement. If Registrar acts in a manner that ICANN reasonably determines endangers the stability or operational integrity of the Internet and upon notice does not immediately cure, ICANN may suspend this Agreement for five (5) working days pending ICANN's application for more extended specific performance or injunctive relief under Subsection 5.6. This Agreement may be terminated immediately upon notice to Registrar in circumstance described in Subsection 5.3.7 above.

Suspension

2.1. 
[…] Notwithstanding the above and except in the case of a good faith disagreement concerning the interpretation of this Agreement, ICANN may, following notice to Registrar, suspend Registrar’s ability to create new Registered Names or initiate inbound transfers of Registered Names for one or more TLDs for up to a twelve (12) month period if (i) ICANN has given notice to Registrar of a breach that is fundamental and material to this Agreement pursuant to Subsection 5.3.4 and Registrar has not cured the breach within the period for cure prescribed by Subsection 5.3.4, or (ii) Registrar shall have been repeatedly and willfully in fundamental and material breach of its obligations at least three (3) times within any twelve (12) month period.

	Termination
5.5 Termination of Agreement by ICANN. This Agreement may be terminated before its expiration by ICANN in any of the following circumstances:
5.5.1 There was a material misrepresentation, material inaccuracy, or materially misleading statement in Registrar's application for Accreditation or renewal of Accreditation or any material accompanying the application.
5.5.2 Registrar:
5.5.2.1 is convicted by a court of competent jurisdiction of a felony or other serious offense related to financial activities, or is judged by a court of competent jurisdiction to have:
5.5.2.1.1 committed fraud,
5.5.2.1.2 committed a breach of fiduciary duty, or
 5.5.2.1.3 with actual knowledge (or through gross negligence) permitted Illegal Activity in the registration or use of domain names or in the provision to Registrar by any Registered Name Holder of inaccurate Whois information; or
5.5.2.1.4 failed to comply with the terms of an order issued by a court of competent jurisdiction relating to the use of domain names sponsored by the Registrar;
or is the subject of a judicial determination that ICANN reasonably deems as the substantive equivalent of any of the foregoing; or
5.5.2.2 is disciplined by the government of its domicile for conduct involving dishonesty or misuse of funds of others; or
5.5.2.3 is the subject of a non-interlocutory order issued by a court or arbitral tribunal, in each case of competent jurisdiction, finding that Registrar has, directly or through an Affiliate, committed a specific violation(s) of applicable national law or governmental regulation relating to cybersquatting or its equivalent; or 5.5.2.4 is found by ICANN, based on its review of the findings of arbitral tribunals, to have been engaged, either directly or through its Affiliate, in a pattern and practice of trafficking in or use of domain names identical or confusingly similar to a trademark or service mark of a third party in which the Registered Name Holder has no rights or legitimate interest, which trademarks have been registered and are being used in bad faith.
5.5.3 Registrar knowingly employs any officer that is convicted of a misdemeanor related to financial activities or of any felony, or is judged by a court of competent jurisdiction to have committed fraud or breach of fiduciary duty, or is the subject of a judicial determination that ICANN reasonably deems as the substantive equivalent of any of the foregoing and such officer is not terminated within thirty (30) days of Registrar’s knowledge of the foregoing; or any member of Registrar’s board of directors or similar governing body is convicted of a misdemeanor related to financial activities or of any felony, or is judged by a court of competent jurisdiction to have committed fraud or breach of fiduciary duty, or is the subject of a judicial determination that ICANN reasonably deems as the substantive equivalent of any of the foregoing and such member is not removed from Registrar’s board of directors or similar governing body within thirty (30) days of Registrar’s knowledge of the foregoing.
5.5.4 Registrar fails to cure any breach of this Agreement within twenty- one (21) days after ICANN gives Registrar notice of the breach.
5.5.5 Registrar fails to comply with a ruling granting specific performance under Sections 5.7 or 7.1.
5.5.6 Registrar has been in fundamental and material breach of its obligations under this Agreement at least three (3) times within a twelve (12) month period.
5.5.7 Registrar continues acting in a manner that ICANN has reasonably determined endangers the stability or operational integrity of the Internet after receiving three (3) days notice of that determination.
5.5.8 (i) Registrar makes an assignment for the benefit of creditors or similar act; (ii) attachment, garnishment or similar proceedings are commenced against Registrar, which proceedings are a material threat to Registrar’s ability to provide Registrar Services for gTLDs, and are not dismissed within sixty (60) days of their commencement; (iii) a trustee, receiver, liquidator or equivalent is appointed in place of Registrar or maintains control over any of Registrar’s property; (iv) execution is levied upon any property of Registrar, (v) proceedings are instituted by or against Registrar under any bankruptcy, insolvency, reorganization or other laws relating to the relief of debtors and such proceedings are not dismissed within thirty (30) days of their commencement, or (vi) Registrar files for protection under the United States Bankruptcy Code, 11 U.S.C. Section 101 et seq., or a foreign equivalent or liquidates, dissolves or otherwise discontinues its operations.
Suspension
5.7.1 Upon the occurrence of any of the circumstances set forth in Section 5.5, ICANN may, in ICANN’s sole discretion, upon delivery of a notice pursuant to Subsection 5.7.2, elect to suspend Registrar’s ability to create or sponsor new Registered Names or initiate inbound transfers of Registered Names for any or all gTLDs for a period of up to a twelve (12) months following the effectiveness of such suspension. Suspension of a Registrar does not preclude ICANN’s ability to issue a notice of termination in accordance with the notice requirements of Section 5.6.
5.7.2 Any suspension under Subsections 5.7.1 will be effective upon fifteen (15) days written notice to Registrar, with Registrar being given an opportunity during that time to initiate arbitration under Subsection 5.8 to determine the appropriateness of suspension under this Agreement.
5.7.3 Upon suspension, Registrar shall notify users, by posting a prominent notice on its web site, that it is unable to create or sponsor new gTLD domain name registrations or initiate inbound transfers of Registered Names. Registrar’s notice shall include a link to the notice of suspension from ICANN.
5.7.4 If Registrar acts in a manner that ICANN reasonably determines endangers the stability or operational integrity of the Internet and upon notice does not immediately cure, ICANN may suspend this Agreement for five (5) working days pending ICANN's application for more extended specific performance or injunctive relief under Subsection 7.1. Suspension of the Agreement under this Subsection may, at ICANN’s sole discretion, preclude the Registrar from (i) providing Registration Services for gTLDs delegated by ICANN on or after the date of delivery of such notice to Registrar and (ii) creating or sponsoring new Registered Names or initiating inbound transfers of Registered Names for any gTLDs. Registrar must also post the statement specified in Subsection 5.7.3.
5.7.1 Upon the occurrence of any of the circumstances set forth in Section 5.5, ICANN may, in ICANN’s sole discretion, upon delivery of a notice pursuant to Subsection 5.7.2, elect to suspend Registrar’s ability to create or sponsor new Registered Names or initiate inbound transfers of Registered Names for any or all gTLDs for a period of up to a twelve (12) months following the effectiveness of such suspension. Suspension of a Registrar does not preclude ICANN’s ability to issue a notice of termination in accordance with the notice requirements of Section 5.6.
5.7.2 Any suspension under Subsections 5.7.1 will be effective upon fifteen (15) days written notice to Registrar, with Registrar being given an opportunity during that time to initiate arbitration under Subsection 5.8 to determine the appropriateness of suspension under this Agreement
5.7.3 Upon suspension, Registrar shall notify users, by posting a prominent notice on its web site, that it is unable to create or sponsor new gTLD domain name registrations or initiate inbound transfers of Registered Names. Registrar’s notice shall include a link to the notice of suspension from ICANN.
5.7.4 If Registrar acts in a manner that ICANN reasonably determines endangers the stability or operational integrity of the Internet and upon notice does not immediately cure, ICANN may suspend this Agreement for five (5) working days pending ICANN's application for more extended specific performance or injunctive relief under Subsection 7.1. Suspension of the Agreement under this Subsection may, at ICANN’s sole discretion, preclude the Registrar from (i) providing Registration Services for gTLDs delegated by ICANN on or after the date of delivery of such notice to Registrar and (ii) creating or sponsoring new Registered Names or initiating inbound transfers of Registered Names for any gTLDs. Registrar must also post the statement specified in Subsection 5.7.3.
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