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5.1 Working Group Deliberations and Recommendations
5.2.1 Charter Question A

Whether reporting requirements for registries and dispute providers should be developed, in order to make precedent and trend information available to the community and allow reference to past cases in dispute submissions.

5.2.1.1 Observations: 
The Transfer Dispute Resolution Policy (TDRP) currently does not include any requirements for reporting by dispute resolution providers at the conclusion of a TDRP dispute. In January 2006 the ‘Review of Issues for Transfers Working Group’
  noted that  ‘TDRP enforcement seems inconsistent and does not rely on past precedent as intended. Situations with similar fact patterns are being decided differently by the same dispute provider leading to a distinct lack of clarity and reliability of the proceedings’ (Issue 15). 
Only gTLD Registries are currently required to provide per-registrar statistics on the number of disputes filed and resolved as part of their monthly transaction reports to ICANN. This requirement does not include information on individual cases.
 In this context, WG observed that a recent media article highlighted the lack of awareness of the TDRP.
 
During its discussions, the IRTP Part D WG agreed that publication of TDRP dispute outcomes would be desirable, especially considering that similar requirements exist within other dispute policies such as the Uniform Domain Name Dispute Resolution Policy (UDRP). The Group agreed that consistency and transparency across the various dispute resolution policies would be beneficial to both dispute providers and parties involved in disputes. The WG feels that such reporting would improve the understanding of the policy and its ramifications on those affected. Maintaining unified records of dispute outcomes could also provide data that may assist in future reviews of dispute resolution policies. 

The WG noted that the Asian Domain Name Dispute Resolution Centre (ADNDR) already has a self-imposed publication policy in place for all its TDRP rulings. The ADNDR’s example could serve as a best-practice model for other dispute resolution providers.
 
The Working Group reviewed all comments on this recommendation that were received after the publication of the Initial Report. As all comments were supportive of this recommendation, the Group made no changes to this recommendation. 

5.2.1.2 Recommendations: 
#1 The WG recommends that reporting requirements be incorporated into the TDRP policy. Outcomes of all rulings by Dispute Resolution Providers
 should be published on Providers’ website, except in exceptional cases. The Group recommends publishing reports that follow the example of the Asian Domain Name Dispute Resolution Centre (ADNDRC).
 These reports should include at a minimum:

a) Information about parties involved in the dispute;

b) The full decision of the case;

c) The date of the implementation of the decision
The need for publication does not apply to TDRP rulings that have taken place prior to the implementation of this recommendation.
#2 The WG recommends that the TDRP be amended to include language along the lines of this revised version of the UDRP:

The relevant Dispute Resolution Provider shall report any decision made with respect to a transfer dispute initiated under the TDRP. All decisions under this Policy will be published in full over the Internet, except when a Dispute Resolution Panel determines, in an exceptional case, to redact portions of its decision. In any event, the portion of any decision determining a complaint to have been brought in bad faith shall be published.
5.2.1.3  Level of consensus for this recommendation
TBD
5.2.1.4 Expected impact of the proposed recommendation
TBD

5.2.2 CHARTER QUESTION B
Whether additional provisions should be included in the TDRP (Transfer Dispute Resolution Policy) on how to handle disputes when multiple transfers have occurred.

5.2.2.1 Observations 

Problems may arise when trying to resolve transfer disputes in instances where multiple transfers of a domain name have occurred. In that case, a TDRP may be filed because the initial transfer was potentially in violation of the IRTP even though subsequent transfers did not breach the policy. This issue is sometime called ‘Domain Laundering’ or ‘Domain Hijacking.’ This can complicate a dispute proceeding because the transfer process has to be verified and assessed for every transfer that occurred since the initial, disputed transfer. This investigation may involve multiple registrars, some or all of which may have complied with the transfer policy. An additional complication is that registrars only have to maintain transfer records for three years.
The WG considered questions of fairness for those registrants that may have acquired a hijacked domain name in compliance with the existing transfer policy.  A dispute provider may find that an initial transfer – in a chain of registrar hops – has violated the transfer policy and thus brought into question the validity of all other transfers down the line. The Working Group concluded that the domain name should remain with the current Registrar of Record if subsequent transfers have taken place in good faith and if the statue of limitations to launch a TDRP has passed.  
The Working Group agreed that once ‘hopping’ is detected, the domain must be locked and all registrars in the chain ought to participate in the fact-finding process. To facilitate this participation, a minimum of information needs to be collected and stored during all domain transfers. The WG notes that Verisign’s current version of its supplemental rules are in accordance with such a requirement (See Section N, Paragraph 1).


The WG also notes that the statute of limitations for filing a TDRP is an important factor in these scenarios. These restrictions are contained in Section 2.3 of the IRTP: 

A dispute must be filed no later than six (6) months after the alleged violation of the Transfer Policy. In the case where a Registrar of Record alleges that a transfer was in violation of this Policy, the date the transfer was completed shall be deemed the date in which the "alleged violation" took place. In the case where a Gaining Registrar alleges that a transfer should have taken place, the date in which the NACK (as defined below) was received by the Registry, shall be deemed the date in which the "alleged violation" took place.

The WG noted that the statue of limitation to initiate a TDRP is currently set at six months. As many registrants do not check regularly on the status of their registered domain names, this length might be too short for a registrant to note a disputable transfer, notify their registrar who in turn needs to then initiate a TDRP. ‘

Since the statute of limitation is important to assure legal certainty for registrars and gaining registrants – assuring them an undisputed transfer – the WG was mindful that an extension of the statute might have benefits for the losing registrant in case of a disputed transfer. Since registrars are contractually obliged to contact Registrants annually under the Whois Data Reminder Policy (WDRP),
 the WG noted that an extension of the statue of limitation from 6 months to 12 months might be desirable. This could mitigate multi-hop transfer problems by providing the losing registrant additional “reaction time” to inquire with their registrar after they did not receive their annual reminder to update their contact information. 

At the same time, members of the Working Group felt that such an extension would not be unduly burdening legitimate transfers. The WG believes that extending the TDRP statute of limitations to 12 months will improve the odds that registrants will become aware of a fraudulent transfer when they miss their annual reminder email from the registrar. During the public comment period on the Initial Report, the Working Group received comments calling for an even longer extension of the statute of limitations. However, after discussing the issue in detail, the Group felt that the extension to 12 months is sufficient because it give enough time to registrants and registrars to notice an alleged non-compliant transfer – and initiate a TDRP. In addition, a 12-months period is also a compromise between extending the protection of registrars and registrants against non-compliant transfers and the need for legal certainty that transfers of domain names are no longer subject to future TDRPs.

It should also be noted that as part of the IRTP Part C PDP Working Group recommendations, a change of registrant, inter alia, requires that the ‘registrar places a lock on the domain to prevent Inter-Registrar transfers of the domain for 60 days, unless the Prior Registrant has opted out of this requirement after having received a standard notice as to the associated risks’ (see Step 5 of Recommendation #1).

The Working Group noted that the hopping of domain names might include both inter-registrar and inter-registrant transfers. Disputes related to the latter are likely to be affected by the implementation of IRTP Part C that addresses inter-registrant transfer policy.  The Working Group agreed that the applicability of the TDRP to those transfers should be reviewed following the implementation of IRTP C.
5.2.2.2 Recommendations

#3 The WG recommends that the TDRP be amended as follows: 

“Transfers from a Gaining Registrar to a third registrar, and all other subsequent transfers, are null and void if the Gaining Registrar acquired sponsorship from the Registrar of Record through an invalid transfer, as determined through the dispute resolution process set forth in the Transfer Dispute Resolution Policy. This process remains subject to any contravening rulings in courts of applicable jurisdiction.”

#4 The WG recommends that a domain name be returned to the Registrar of Record, and Registrant of Record
, directly prior to the non-compliant transfer if it is found through a TDRP procedure that a non-IRTP compliant domain name transfer has occurred. The TDRP as well as guidelines to registrars, registries and third party dispute providers should be modified accordingly. 

#5 The WG recommends that the statute of limitation to launch a TDRP be extended from current 6 months to 12 months from the initial transfer. This is to provide registrants the opportunity to become aware of fraudulent transfers when they would no longer receive their registrar’s annual WDRP notification.
#6 The WG recommends that if a request for enforcement is initiated under the TDRP the relevant domain should be ‘locked’ against further transfers. The Working Group also recommends including ‘TDRP action’ and ‘URS action’ with the second bullet point of list of denial reasons as described in the IRTP, Section 3.

#7 The WG recommends that the TDRP should be amended to include the need for a lock on transfers being applied once a TDRP is initiated. The TDRP as well as guidelines to registrars, registries and third party dispute providers should be modified accordingly. The WG notes that the locking should be executed in the way that the UDRP prescribes – once that the UDRP locking process is implemented. 
5.2.2.3 Level of consensus for this recommendation
TBD
5.2.2.4 Expected impact of the proposed recommendation
TBD
5.2.3 Charter Question C

Whether dispute options for registrants should be developed and implemented as part of the policy (registrants currently depend on registrars to initiate a dispute on their behalf);
5.2.3.1 Observations
Only the Gaining Registrar or Registrar of Record can currently file a dispute under the TDRP, there is no option for the registrant to do so. Yet, ICANN Compliance informed the Working Group that between January 2012 and February 2013 they had received 3816 complaints from individuals alleging unauthorized transfers of domains. If a registrant is in a situation where they feel their situation has been ignored by their registrar their current options are either to file a complaint with ICANN Compliance or proceed through the court system, but they cannot directly launch a TDRP.

The Working Group discussed the issue of allowing registrants to initiate a TDRP, spending a significant amount of time on this issue. The Group went so far as to form a sub-team that drafted an amended version of the TDRP, which would allow for registrants to be able to initiate the process themselves. As part of its discussion, the Group developed a list of use cases that included scenarios under which registrants might initiate a dispute policy. The use cases were further reviewed by the Group and can be found in Annex C to this Report.
In its public comment, the BC called for registrants’ to be allowed to launch transfer dispute procedures. The WG duly revisited the issue and debated such an option and remains convinced that the inter-registrar transfer dispute policy is not the place to address inter-registrant transfer disputes. 
The Working Group observes that most of the use cases that relate to disputed inter-registrant transfers derive from domain-name hijacking and domain-name laundering. These should be addressed through the implementation of the ‘Inter-Registrant Transfer’ provisions of IRTP-C (see Annex C). During its analysis, the WG also conferred with ICANN Compliance to identify those use cases that are already addressed by current consensus policy and would thus allow for a TDRP procedure or an intervention by ICANN Compliance. These are also listed in Annex C.
The WG explored options to amend the TDRP to accommodate for inter-registrant domain-hijacking scenarios but concluded it would be better to separate the inter-registrant and inter-registrar dispute-resolution processes. The WG was concerned that adding a new class of parties to an already complex and technical process would overload it.  The WG also found it difficult to imagine how a “loser-pays” TDRP cost-recovery scheme would work in situations where the dispute was between a legitimate registrant and a criminal.  

It is the expectation of the WG that most inter-registrant transfer use-cases will be dealt with as part of the implementation of IRTP Part C recommendations, which contains recommendations for an inter-registrant transfer mechanism.  The WG expect that monitoring of the IRTP Part C recommendation will likely generate the need for a future Issues Report on a inter-registrant transfer dispute policy. Still, at this stage the Group is reluctant to call for such a Report simply because of lack of experience with this new policy. The WG believes that the IRTP Part C implementation review team should therefore monitor the need for a transfer dispute policy addressing issues arising from inter-registrant transfers (see Use Cases in Annex E).

By reviewing the Use Cases, the Working Group agreed that various terms used in both the IRTP and the TDRP are inconsistent. The Group decided to draft a list of definitions that would be applicable to the policies in order to improve its user-friendliness. The list of definition can be found in Annex F
.

The Working Group debated the issue of whether the Registry layer should be removed from the TDRP. The WG noted that removing the registry layer would increase TDRP costs for registrars, and potentially registrants, as they would no longer be able to file complaints with the registries but would have to file with the (more expensive) Dispute Providers. It was also mentioned that this cost increase could create a barrier to accessing the TDRP, and potentially lead to a greater reluctance of registrars to launch that dispute resolution process.

However, removing the registry layer as the first level dispute provider for the TDRP would lead most likely to a more consistent application of the because only a small number of Dispute Resolution Providers would process transfer disputes, rather than a growing number of registries. In addition, registries would be able to reduce costs, as they would not longer be required to train staff to support this very infrequently used policy. Moreover, removing the registry level would not prevent registrars from coming to an agreement among themselves prior to initiating a TDRP– similar to the situation today.

Based on this assessment, the WG concluded that the registry “first-level dispute-resolution provider” layer of the TDRP process should be phased out. The WG noted that the total number of TDRP disputes that have been initiated is very small.  Most registries are currently required to maintain TDRP dispute-resolution capability that is never used (since effectively all of the TDRP disputes are handled by one registry, Verisign). The number of registries is increasing dramatically with the rollout of the new gTLD program. This combined with the low volume of requests for a process that requires substantial registry resources to properly support will likely result in high costs for registries and low quality for registrars. An ever-larger number of registries resolving transfer disputes might also have a negative impact on the consistency of TDRP outcomes. The WG had called explicitly for feedback on the preliminary recommendation to phase out the registry level as a first level dispute provider. All comments on this matter were supportive of such a recommendation. The WG revisited its recommendation and affirmed that due to the support of public comments, the steep increase of registries, the need for consistent application of the Policy, and the low number of initiated TDRP cases in the past all affirm that the registry level should be discontinued as first level dispute providers.
The Working Group noted that the information on the ICANN website describing registrant options with regard to inter-registrar and inter-registrant transfers is not as clearly formulated and prominently displayed as it should be. This became especially clear after the Working Group communicated with ICANN Compliance to better understand the role and authority of Compliance in resolving transfer disputes. Situation, in which ICANN Compliance can address non-compliant transfers are listed in Annex C and should also be clearly marked on the ICANN Compliance website. In this context, the WG notes that the TDRP is designed for Registrars, but Registrants are also involved in these disputes and need ready access clear guidance on the ICANN website, specifically the ICANN Compliance section, as to who they can contact for assistance in cases of transfer disputes.
 
The WG notes that ICANN should monitor the use of TDRPs and if the discontinuation of the Registry layer as first level dispute provider seems to create a barrier to this dispute resolution mechanism, future policy work should be initiated to counter such development. 
During its work, the WG found that the information on the ICANN website describing registrant options with regard to inter-registrar and inter-registrant transfers is not clearly formulated nor prominently displayed. The public comments received are consistent with this assessment
5.2.3.2 Recommendations

#8 The WG recommends not to develop dispute options for registrants as part of the current TDRP.
#9 The WG recommends to add a list of definitions (Annex E 
) to the TDRP to allow for a clearer and more user-friendly policy.
The WG concluded that making the current TDRP directly available to registrants would be inappropriate for several reasons:


· The TDRP is designed to handle disputes between registrars, not between registrants

· A registrant already has the (probably faster) options of working through ICANN Compliance or the courts if they feel that their registrar is not appropriately addressing an inter-registrar transfer
· The documents and processes which are the criteria for resolving IRTP questions (FOA’s AuthInfo Codes, NACKing, etc.) are not very relevant to most inter-registrant disputes 

#10 The WG recommends that staff in close cooperation with the IRTP Part C implementation review team ensures that the IRTP Part C inter-registrant transfer recommendations are implemented and monitor whether dispute resolution mechanisms are necessary.
The IRTP Part C Implementation Review Teams should determine whether the inter-registrant transfer use cases documented in Appendix [?] have been addressed when implementing the recommendations for a inter-registrant transfer mechanism. Once such a policy is implemented, its functioning should be closely monitored, and if necessary, an Issues Report be called for to assess the need for a inter-registrant transfer dispute policy. This includes the monitoring of the use cases (Annex E) as identified by this WG. 
#11 The WG recommends that the TDRP be modified to eliminate the First (Registry) Level of the TDRP.
#12 The WG recommends that ICANN take the necessary steps to display information relevant to 

non-compliant transfers prominently on its Web site and assure the information is presented in a simple and clear manner and is easily accessible for registrants. 
This recommendation should be view in combination with Recommendation #13 (below).
. 




5.2.3.3 Level of consensus for this recommendation
TBD
5.2.3.4 Expected impact of the proposed recommendation: 

TBD


5.2.4 Charter Question D

Whether requirements or best practices should be put into place for registrars to make information on transfer dispute resolution options available to registrants
5.2.4.1 Observations 
The 2006 ‘Review of Issues for Transfers Working Group’
 noted that ‘further education is necessary for registrants and registrars to understand where they should take their initial complaints and what the ensuing process will entail’. 

The WG observed that a person experiencing a problem with a transfer is greeted with information that is not obvious, clear or well organized.  This person is likely to be a first-time visitor to the ICANN site and may not be terribly interested in anything except a speedy solution to a devastating problem.   The ICANN Home Page currently features a “below the fold” 'Need Help?' topic-box that is preceded by all sorts of information about ICANN that gives no indication that the registrant has arrived at a place where they can get help.  If the registrant determines the right link to click amidst all the visual clutter, they are taken to a page containing information on domain name transfers that includes a bewildering collection of policy and technical information about unauthorized transfers of domain names and information about the IRTP and the TDRP. 
Compliance’s Complaint Submission and FAQs site provides information regarding the IRTP and unauthorized transfers: www.icann.org/en/resources/compliance/complaints/transfer.  This site is also very technical and combines a wide array of policy-related information that is not relevant or helpful to a person looking for the correct course of action to take in a specific situation.  The Group concluded that the helpful information is not easily found and could be much better organised and displayed to guide registrants to the answers they need.
Registrar websites do not always prominently display links to registrant rights and that information on TDRP is hardly ever found. The WG concluded that registrars should adopt a best practice to make consistent and up to date information on transfer resolution options more visible to registrants.  
The WG concluded that ICANN could improve the portion of its website containing information for registrants and their options regarding remedies to disputed transfers. All registrars and registries could then simply point to that ICANN hosted site, allowing for an easy, up-to date, and consistent source of relevant information for registrants. 
The Working Group reviewed all comments on this recommendation that were received after the publication of the Initial Report. The ALAC stated, however, that they would like to see an emphasis on user-friendliness for the recommended help portal. The language of the recommendation was amended accordingly. The BC emphasised in their comment that the display of information on registrant dispute options on registrar websites should also be added to re-seller sites. As a result, the Group agreed to add a best practice recommendation.
5.2.4.2 Recommendation

#13 The WG recommends that ICANN create and maintain a user-friendly, one-stop website containing all relevant information concerning disputed transfers and potential remedies to registrants.
This should include:

· Information to encourage registrants to contact the registrar to resolve disputed transfers at the registrar level before engaging ICANN or other parties.
· Improvements to the ICANN website regarding the display of information on the Inter Registrar Transfer Policy and the Transfer Dispute Resolution Policy is regularly updated (see 5.2.3.3 above). 
· Links to the relevant information for registrants on the ICANN website being clearly worded and prominently displayed on the ICANN home page. This will contribute to improving visibility and content of the ICANN website that is devoted to offering guidance to registrants with transfer issues.
· ICANN Compliance clearly indicates on its FAQ/help section under which circumstances it can assist registrants with transfer disputes. This should include situations when registrants can ask ICANN Compliance to insist on registrars taking action on behalf of said registrant.  
· Improvements in terms of accessibility and user-friendliness should be devoted especially to these pages:
http://www.icann.org/en/help/dispute-resolution#transfer
http://www.icann.org/en/resources/registrars/transfers/name-holder-faqs
http://www.icann.org/en/resources/registrars/transfers/text
· Links to these registrant help-website should also be prominently displayed on internic.net and iana.org in order to assure further that registrants have easy access to information
#14 The WG recommends that, as best practice, ICANN accredited Registrars prominently display a link on their website to this ICANN registrant help site. Registrars should also strongly encourage any re-sellers to display prominently any such links as well.
 Registrars may chose to add this link to those sections of their website that already contains Registrant-relevant information such as the Registrant Rights and Responsibilities, the WHOIS information and/or other relevant ICANN-required links as noted under 3.16 of the 2013 RAA.
5.2.4.3 Level of consensus for this recommendation
TBD
5.2.4.4 Expected impact of the proposed recommendation: 

TBD
5.2.5 Charter Question E
Whether existing penalties for policy violations are sufficient or if additional provisions/penalties for specific violations should be added into the policy.
5.2.5.1 Observations
The WG notes that this Charter question dates from 2006.  In the interim two new Registrar Accreditation Agreement (RAA) have been negotiated (the 2009 RAA and the 2013 RAA) both of which introduce graduated sanctions in the case of non-compliance with ICANN policies. 
A full overview of the 2001 RAA penalty structure, that was in place when the Charter question was drafted, as well as the additional penalty regimes from the 2009 and the 2013 RAA can be found in the Annex D.
The Working Group reviewed all comments on this recommendation that were received after the publication of the Initial Report. As all comments were supportive, the Group made no changes to these recommendations. 
5.2.5.2 Recommendations
#15 The WG recommends that no additional penalty provisions be added to the existing policy.  
The WG concludes that the penalty structures introduced in the 2009 RAA and the 2013 RA are sufficiently nuanced to deal with IRTP violations. 
#16 The WG recommends that, as a matter of principle, GNSO Consensus Policy should avoid policy-specific sanctions. 
Rather, it is desirable that the overarching RAA and RA penalty structures be drafted in a way that assures uniformity and consistency of policy violation penalties .
5.2.5.3 Preliminary level of consensus for this recommendation
TBD
5.2.5.4 Expected impact of the proposed recommendation: 

TBD
5.2.6 Charter Question F
Whether the universal adoption and implementation of EPP AuthInfo codes has eliminated the need of FOAs.
5.2.6.1 Observations
FOA

Explicit authorization from either the Registered Name Holder or the Administrative Contact needs to be obtained in order to request an inter-registrar transfer. Such authorization must be made via a valid Standardized Form of Authorization (FOA). A detailed diagram of how the FOA comes into play can be found in Annex E.

The ‘Initial Authorization for Registrar Transfer’ must be used by the Gaining Registrar to request an authorization for a registrar transfer from the Transfer Contact. The losing registrar must send a copy of this FOA to the Registered Name Holder, however the registrar does not need to receive confirmation to let the transfer go through.  
The IRTP specifies that the registrar is responsible for keeping copies of documentation, including the FOA, which may be required for filing and supporting a dispute as well as per the standard document retention policies of the contracts.
The Working Group found that the FOA has a role in the auditing of transfers; a point also made by ICANN compliance. In that respect, the double authorisation that comes with the use of FOAs for any domain name transfer is a useful step that can contribute to prevent fraudulent transfers or resolve transfer conflicts. 
Still, the Working Group acknowledges that the use of FOAs can in some cases also be preventative of an efficient transfer of domains. This is especially true in cases such as bulk transfers, mergers of resellers, and/or resellers and registrars. Thus, the Working Group determined that for most transfers or most routine or most typical transfers the FOA is an extraneous step. However in those situations where the transfer is considered to be - or is challenged or is disputed the FOA is an essential element to establishing the validity of the transfer and the authorization of the registrant. 
AuthInfo Code

The AuthInfo Code is a unique code generated on a per-domain basis and is used for authorization or confirmation of a transfer request. Some registrars offer facilities for registrants to generate and manage their own AuthInfo code. In other cases, the registrant will need to contact the registrar directly to obtain it. The registrar must provide the registrant with the AuthInfo code within 5 calendar days of the request. 

In cases of a disputed transfer, FOAs are essential to help resolve the dispute and to reverse it if appropriate. It is for this reason that ICANN Compliance also expressed its support for maintaining FOAs, reasoning that its continued use may help prevent hijackings in certain cases or serve as evidence in disputes.

5.2.6.2 Recommendation
#17 The WG does not recommend the elimination of FOAs. However, in light of the problems regarding FOAs, especially in cases of bulk transfers, the merger of resellers or reseller and registrars, the Group recommends that the operability of the FOAs be enhanced.  Possibilities such as FOA transmission could be done via SMS or through interactive websites. Any such innovations should, however, have auditing capabilities, as this remains one of the key functions of the FOA
. 
5.2.6.3 Level of consensus for this recommendation
TBD
5.2.6.4 Expected impact of the proposed recommendation: 

TBD
� http://forum.icann.org/lists/transfers-wg/docHMrHaPLWRt.doc


� See � HYPERLINK "http://www.icann.org/en/resources/registries/reports" �http://www.icann.org/en/resources/registries/reports�


� See http://www.thedomains.com/2013/07/30/you-know-about-udrps-have-you-ever-heard-of-a-tdrp/


� For the ADNDR’s reports see � HYPERLINK "https://www.adndrc.org/tdrp/tdrphk_decisions.html" �https://www.adndrc.org/tdrp/tdrphk_decisions.html�


� The Working Group recommends in Charter question C to remove the Registry as the first dispute resolution layer of the TDRP. Therefore, despite wording of Charter question A, no reporting requirements for the Registries are included here.


� See four ADNDRC Reports on TDRP decisions: http://www.adndrc.org/mten/TDRP_Decisions.php?st=6 


� See http://www.icann.org/en/resources/registrars/consensus-policies/wdrp.


� See page 41 of Final Report on IRTP Part C PDP http://gnso.icann.org/en/issues/irtp-c-final-report-09oct12-en.pdf


� https://www.icann.org/resources/pages/policy-transfers-2014-07-02-en


� Explicit recommendations on this issue are included in Charter question D, which deals with making information to dispute resolution options available to Registrants (5.2.4.3).


� http://forum.icann.org/lists/transfers-wg/msg00020.html





�ICANN Compliance suggested to add ‘Registrant of Record’ 


�Needs to be added.


�To be added


�To be added.


�Volker referred to section 2.1.3 of the transfer policy (� HYPERLINK "https://www.icann.org/resources/pages/policy-transfers-2014-07-02-en" �https://www.icann.org/resources/pages/policy-transfers-2014-07-02-en�) - do we think wording from there should be borrowed or referred to here?  Are electronic signatures (which can be cumbersome to obtain) equivalent to SMS or interactive webpages?
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