Dear SO/AC Chair,
 
As you may be aware, the GNSO Council recently initiated a Policy Development Process (PDP) on Privacy & Proxy Services Accreditation Issues. As part of its efforts to obtain input from the broader ICANN Community at an early stage of its deliberations, the Working Group that has been tasked with addressing this issue is looking for any input or information that may help inform its deliberations. You are strongly encouraged to provide any input your respective communities may have to the GNSO Secretariat (gnso.secretariat@gnso.icann.org).
 
For further background information on the WG’s activities to date, please see https://community.icann.org/x/9iCfAg. Below you’ll find an overview of the issues that the WG’s has been tasked to address per its charter.
 
If possible, the WG would greatly appreciate if it could receive your input by [Date] at the latest. If you cannot submit your input by that date, but your group would like to contribute, please let us know when we can expect to receive your contribution so we can plan accordingly. Your input will be very much appreciated.
 
With best regards,
 
Don Blumenthal, Chair of the Privacy & Proxy Services Accreditation Issues PDP Working Group
From the Charter (see https://community.icann.org/display/gnsopnpsrvaccrdtwg/WG+Charter) 
This RAA PDP Working Group (WG) is tasked to provide the GNSO Council with policy recommendations regarding the issues identified during the 2013 RAA negotiations, including recommendations made by law enforcement and GNSO working groups, that were not addressed during the 2013 RAA negotiations and otherwise suited for a PDP; specifically, issues relating to the accreditation of Privacy & Proxy Services.
As part of its deliberations on the matter, the RAA PDP WG should, at a minimum, consider those issues detailed in the Staff Briefing Paper published on 16 September 2013. These are:

· What, if any, are the types of Standard Service Practices that should be adopted and published by ICANN-accredited privacy/proxy service providers?
· What, if any, are the baseline minimum standardized relay and reveal processes that should be adopted by ICANN-accredited privacy/proxy service providers?
· Should ICANN-accredited privacy/proxy service providers be required to reveal customer identities for this specific purpose?
· Should ICANN-accredited privacy/proxy service providers be required to forward on to the customer all allegations they receive of illegal activities relating to specific domain names of the customer?
· What forms of malicious conduct (if any) and what evidentiary standard would be sufficient to trigger such disclosure? What safeguards must be put in place to ensure adequate protections for privacy and freedom of expression?
· What specific violations, if any, would be sufficient to trigger such publication? What safeguards or remedies should there be for cases where publication is found to have been unwarranted?
· Should ICANN-accredited privacy/proxy service providers be required to conduct periodic checks to ensure accuracy of customer contact information; and if so, how?
· What are the contractual obligations (if any) that, if unfulfilled, would justify termination of customer access by ICANN-accredited privacy/proxy service providers?
· What rights and responsibilities should customers of privacy/proxy services have? What obligations should ICANN-accredited privacy/proxy service providers have in managing these rights and responsibilities? Clarify how transfers, renewals, and PEDNR policies should apply.
· Should ICANN-accredited privacy/proxy service providers be required to label WHOIS entries to clearly show when a registration is made through a privacy/proxy service?
· Should full WHOIS contact details for ICANN-accredited privacy/proxy service providers be required?
· What measures should be taken to ensure contactability and responsiveness of the providers?
· Should ICANN-accredited privacy/proxy service providers be required to maintain dedicated points of contact for reporting abuse? If so, should the terms be consistent with the requirements applicable to registrars under Section 3.18 of the RAA?
· What are the forms of malicious conduct (if any) that would be covered by a designated published point of contact at an ICANN-accredited privacy/proxy service provider?
· What circumstances, if any, would warrant access to registrant data by law enforcement agencies?
· What clear, workable, enforceable and standardized processes should be adopted by ICANN-accredited privacy/proxy services in order to regulate such access (if such access is warranted)?
· Should ICANN-accredited privacy/proxy service providers distinguish between domain names used for commercial vs. personal purposes? Specifically, is the use of privacy/proxy services appropriate when a domain name is registered for commercial purposes? Should there be a difference in the data fields to be displayed if the domain name is registered/ used for a commercial purpose or by a commercial entity instead of to a natural person?
· Should the use of privacy/proxy services be restricted only to registrants who are private individuals using the domain name for non-commercial purposes?
· What types of services should be covered, and what would be the forms of non-compliance that would trigger cancellation or suspension of registrations?
· Should ICANN distinguish between privacy and proxy services for the purpose of the accreditation process?
The following additional issues should also be considered by the WG:
· What are the effects of the privacy & proxy service specification contained in the 2013 RAA? Have these new requirements improved Whois quality, registrant contactability and service usability?

· What should be the contractual obligations of ICANN accredited registrars with regard to accredited privacy/proxy service providers? Should registrars be permitted to knowingly accept registrations where the registrant is using unaccredited service providers that are however bound to the same standards as accredited service providers?

