Stakeholder Group / Constituency / Input Template 

Privacy & Proxy Services Accreditation Issues PDP Working Group
PLEASE SUBMIT YOUR RESPONSE AT THE LATEST BY [To be confirmed – minimum of 35 days] TO THE GNSO SECRETARIAT (gnso.secretariat@gnso.icann.org), which will forward your statement to the Working Group.
The GNSO Council has formed a Working Group of interested stakeholders and Stakeholder Group / Constituency representatives, to collaborate broadly with knowledgeable individuals and organizations, in order to consider recommendations in relation to Privacy & Proxy Services Accreditation Issues. 

Part of the Working Group’s effort will be to incorporate ideas and suggestions gathered from Stakeholder Groups and Constituencies through this template Statement. Inserting your response in this form will make it much easier for the Working Group to summarize the responses. This information is helpful to the community in understanding the points of view of various stakeholders. Please answer many questions as you can. In addition, However, you should feel free to add any information you deem important to inform the Working Group’s deliberations, even if this does not fit into any of the questions listed below. 
For further information, please visit the WG Workspace (see https://community.icann.org/x/9iCfAg). 
Process
· Please identify the member(s) of your stakeholder group / constituency who is (are) participating in this working group formally on behalf of your group/constituency.
· Please identify the members of your stakeholder group / constituency who participated in developing the perspective(s) set forth below
· Please describe the process by which your stakeholder group / constituency arrived at the perspective(s) set forth below

Questions
· What, if any, are the types of Standard Service Practices that should be adopted and published by ICANN-accredited privacy/proxy service providers?
Your view: 
· What, if any, are the baseline minimum standardized relay processes that should be adopted by ICANN-accredited privacy/proxy service providers?
“Reveal” is define in the RAA negotiating documents as when “privacy/proxy registration services [to] forward correspondence to its customer related to specific disputes or alleged disputes involving the domain name.” [Final Clean RAA Remaining Issue PDP Council Report PDF]

· What, if any, are the basement minimum standardized reveal processes that should be adopted by ICANN-accredited privacy/proxy services providers?

“Reveal” is defined as “to reveal the contact information of customers of privacy or proxy services, consisted with procedures designed to respect any applicable protections for privacy and freedom of express.” [Final Clean RAA Remaining Issue PDP Council Report PDF]
Your view: 
·  (what specific purpose? Still ambiguous, so both private party requests considered below)
· Under what circumstances should proxy/privacy providers be required by ICANN to reveal domain name registrant identities to privacy individuals, private organizations or private attorneys requesting them? 
Followup: what protections, if any, should be required for privacy and free speech? For protection against anti-competitive activity? For protection from danger, including physical danger, to a person or entity, including possible harassment or stalking?
Under what circumstances, if any, should the Registrant be told that it/her/his contact data has been revealed to private parties and the reasons why the data has been revealed?
Your view:

· Should ICANN-accredited privacy/proxy service providers be required to forward on to the customer all allegations they receive of alleged illegal activities relating to specific domain names of the customer (a “Relay” function)?
Your view:
· What forms of alleged malicious conduct (if any) and what evidentiary standard would be sufficient to trigger such disclosure from private parties? What safeguards must be put in place to ensure adequate protections for privacy and freedom of expression? For protection against anti-competitive activity? For protection of a physical person or entity, e.g., from stalking or harassment? What if the alleged malicious activity is not a violation of laws in the jurisdiction of the p/p service provider? 
Your view:

· What specific alleged violations, if any, would be sufficient to trigger a full publication of the contact data of the registrant in the public Whois database? What safeguards or remedies should there be for cases where publication is found to have been unwarranted? What protections should be instituted to ensure that the physical addresses are not published that may endanger the safety of an individual or entity?  Should the publication of the data be made known to the individual or entity prior to its publication in the globally-available Whois database? Should they be allowed to provide a defense and why the publication (as opposed to “reveal” of the contact data to the requestor) may endanger persons or property?
Your view:
· Should ICANN-accredited privacy/proxy service providers be required to conduct periodic checks to ensure accuracy of customer contact information; and if so, how?
(e.g., to the same standard of validation and verification required in the 2013 RAA?) 
Your view:
· What are the contractual obligations (if any) that, if unfulfilled, would justify termination of customer access by ICANN-accredited privacy/proxy service providers?
· Under such a circumstance, should the customer be allowed to choose a “take down” of the domain name (loss or suspension of the domain name) rather than full publication in the Whois database?  Should the registrant be allowed to make this choice upfront of what option it/she/he wants? How should the registrant be notified? 
Your view:
· What rights and responsibilities should customers of privacy/proxy services have? What obligations should ICANN-accredited privacy/proxy service providers have in managing these rights and responsibilities? Clarify how transfers, renewals, and PEDNR policies should apply.
Your view:
· Should ICANN-accredited privacy/proxy service providers be required to label WHOIS entries to clearly show when a registration is made through a privacy/proxy service?
Your view:
· Should full WHOIS contact details for ICANN-accredited privacy/proxy service providers be required?
Your view:
· What measures should be taken to ensure contactability and responsiveness of the providers?
Your view:
· Should ICANN-accredited privacy/proxy service providers be required to maintain dedicated points of contact for reporting abuse? If so, should the terms be consistent with the requirements applicable to registrars under Section 3.18 of the RAA?
Your view:
· What are the forms of alleged malicious conduct (if any) that would be covered by a designated published point of contact at an ICANN-accredited privacy/proxy service provider? What protections for privacy freedom of expression, freedom from anti-competitive activity, stalking, harassment and other forms of abuse should exist?
Your view:
·  Repeat question
Your view:
· What clear, workable, enforceable and standardized processes should be adopted by ICANN-accredited privacy/proxy services in order to regulate such access (if such access is warranted)? What access?  Seems like a repeat question. 
Your view:
· Should ICANN-accredited privacy/proxy service providers distinguish between domain names used for commercial vs. noncommercial purposes? Specifically, is the use of privacy/proxy services appropriate when a domain name is registered for commercial purposes?  Should there be a difference in the data fields to be displayed if the domain name is registered/ used for a commercial purpose or by a commercial entity instead of to a natural person? Is this type of evaluation of content/use within the scope and mission of ICANN?  If so, why and what protections, if any, should be provided for noncommercial organizations, many of which are incorporated as commercial for insurance and liability purposes?
Your view:
· Should the use of privacy/proxy services be restricted only to registrants who are private individuals using the domain name for non-commercial purposes? Alternatively, should p/p services continue to be available to the full array of legitimate businesses, organizations and individuals who currently have access to them? 
Your view:
· What types of services should be covered, and what would be the forms of non-compliance that would trigger cancellation or suspension of registrations?
Your view:
· Should ICANN distinguish between privacy and proxy services for the purpose of the accreditation process?
Your view:
The WG is also expected the following issues and would welcome any input you may have:

· What are the effects of the privacy & proxy service specification contained in the 2013 RAA? Have these new requirements improved Whois quality, registrant contactability and service usability?
Your view:
· What should be the contractual obligations of ICANN accredited registrars with regard to accredited privacy/proxy service providers? Should registrars be permitted to knowingly accept registrations where the registrant is using unaccredited service providers that are however bound to the same standards as accredited service providers?
Your view:
If there is any other information you think should be considered by the WG as part of its deliberations, please feel free to include that here.

Other information:

