
DIAL-IN INSTRUCTIONS FOR TODAY’S 

WEBINAR
• In order to connect your audio for today’s presentation, please click on the 

telephone icon at the top of your screen, select “Connect my Audio”

and select “Dial-in” or “Listen only”:

• Dial In: Call in to the toll-free conference line.

• Listen Only: Listen using your computer speakers or headphones.  If 

choosing this option, please ensure the volume on your computer is 

turned up.



ADDITIONAL CALL-IN NOTES FOR 

TODAY’S WEBINAR

• Please make sure you have your phone on “MUTE” if you choose to 

call in to the conference call.

• Questions will not be asked over the phone. Please submit questions 

via the “Q & A” pod on the right.

• If you are disconnected from your audio at any point, please click on the 

telephone icon at the top left hand side of your screen to see the audio 

options again.



RECEIVING CREDIT FOR TODAY’S 

PRESENTATION

• If you did not launch the presentation from learning.bna.com, please

email credits@bna.com and we will send you your certificate manually 

within 1 business day of receipt of your email.

• If you would also like to receive CLE credit for attending today’s

presentation, you will need to answer the polling question at the end of the 

presentation with your state(s) and bar number(s).
• There is no submit button for the multiple choice polling questions.  

Your responses are automatically submitted once the poll is closed.

• The last question will ask for you to enter your state and attorney 
registration number(s), if you wish to receive CLE credit.  This will 
require you to hit a submit button.

• For any additional questions, please email credits@bna.com

• The presentation and additional handouts are available for download at 
any time throughout the presentation in the “Files” pod on the right hand 
side of your screen.  

mailto:credits@bna.com
mailto:credits@bna.com


For more information about FTI Technology, please 
visit www.ftitechnology.com.
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AGENDA

■ Introductions and Overview

■ Prioritising GDPR compliance actions

■ Lessons Learned

■ Privacy and Information governance

■ Budget and resource constraints

■ Next Steps, Q&A



GDPR background and overview

The GDPR was 
published on 4th

May 2016, and will 
be immediately 
applicable

on 25th May 2018

to any 
organisation which 
operates in the

EU market

Introduces cross-

industry 72 hr
breach

reporting to 
regulators

Non-compliance 
has the potential to 
lead to fines of up 

to €20m or 
4% of total annual 

turnover

WHAT’S CHANGED?

Increase in 
territorial 
scope 

Elevated 
threshold of  
consent

Further 
processing  
diligence

Due diligence 
on vendor 
processing

Introduction 
of PIA’s

Increased 
breach 
requirements

Data 
Protection 
Officers

Enhanced 
privacy rights

Limited accountability 

and European reach

Local law divergence

Exposure to multiple data 

protection authorities

Reactionary privacy and control

No obligation to report on 

breaches

Right to be remembered

Limited financial repercussion

Global reach and 

verbose accountability

Uniform regulation across the EU

Centralised data protection 

oversight

Privacy by design

Obligation without delay

Extended data requirements

Right to be forgotten

Two-tier system of enforcement
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Prioritising and starting GDPR compliance actions

Assess GDPR Impact: 
− Review requirements and applicability

− Identify gaps, areas of risk

− Develop Roadmap, Action Plan, Budget

Data Protection Officers (DPOs): 
− Identify need and resource requirements 

− Recruiting and on-boarding

Data Map
- Inventory your personal data 

- Document where the data flows 

Privacy Impact Assessment & Privacy
by Design:
− Assess risks for specific areas, systems or projects

− Update system provisioning processes, policies, 
procedures, roles, and technical standards

− Review and align with Enterprise Risk Framework

Rights of Data Subjects: 
− Consider applicability for right of access, rectification, 

Right to erasure/to be forgotten, data portability

− Define workflow, roles & responsibilities around 
response

Privacy Notices: 
− Review all existing notices, policies for compliance 

− Partner with Legal counsel 

Cross Border Data Transfer:
− Justifications for cross border data transfers

− Model Clauses, unambiguous consent, BCRs

Data Breach Reporting:
- Refresh breach response and notification protocols

- Implement and document security measures

- Enhance security training, policies and procedures
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Successes and cautions 

Know your approach
– Identify high risk processing 

and determine impact

– Tailor by country/business

– Process first, technology as an 
enabler

Consider company culture 
and stakeholders
– Customer/client centricity

– Change and transformation

– Sponsorship and governance 
model

Do your homework
– Explain terminology

– Give relevant examples

– Develop a clear method, 
timelines, expectations

What 
have we 
learned 
along 
the way?

9

Planned and 
successful

Unintended, but 
successful

Planned but 
failed

Failed and not 
planned

SUCESS

FAILURE
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Privacy and Information Governance
People: Records management personnel, privacy officers, 
enterprise architecture, IT specialists, legal counsel, 
employees and stakeholders must work together to ensure 
information is properly and securely stored, accessed, 
processed, transported, migrated, retained and destroyed.

Process: Integrating privacy into an organisation’s  policies 
and procedures is a critical component to having a robust 
information governance program.

Technology: Identify and leverage enterprise wide initiatives 
and technologies to help support and enable GDPR 
readiness

– Enterprise data mapping initiatives

– ILM, data governance

– Migrations to the cloud (Office365)

– In-house eDiscovery/litigation readiness capabilities

– Archiving and Records Management
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DATA LIFECYCLE PRIVACY PRINCIPLE PROTECTION MEASURE

Collection Proportionality and purpose specification Data minimisation, Data quality

Storage Accountability, Security measures, Sensitive data Confidentiality, Encryption,  Pseudonomisation

Sharing and processing Lawfulness and fairness, Consent, Right of access Data access control, Data leakage prevention

Deletion Openness, Right to erasure Retention, Archival, Erasure



What to do when budget and resources are 
constrained?
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High Risks and Mitigation Burden

Risk calibrate your efforts. What 
industry are you in? What is the 
size of your company? 

Early initiation of preparations 
and allocation of sufficient 
resources

Are you starting from scratch or 
able to leverage existing data 
privacy and governance 
initiatives? Do you need to invest 
in new systems?



Next steps
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“A journey of a 
thousand miles 
begins with a 
single step”
- Lao Tzu

Why and where 
you have it

Know what you have

Review contracts 
and consents

Subject Access 
Requests

Know your 
approach

2

1

43

5

Privacy By Design6



Questions?



Thank You!



RECEIVING CREDIT FOR TODAY’S 

PRESENTATION
To retrieve a certificate after a webinar, please follow the steps below: 

Please allow 1 business day for your certificate to appear.

• Log in to your account at https://learning.bna.com

• Once you have logged into your classroom, click “My Certificates” 

• Complete the survey 

• Click “Process a new certificate” 

• Download and open the certificate

For any additional questions, please email credits@bna.com

mailto:credits@bna.com

